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Welcome!

Agenda

• Why NSCHC?
• Monitoring NSCHC 
• Monitoring Fieldprint 
• Monitoring Truescreen 
• Resources 

Outcomes

• Understand how to 
monitor Fieldprint

• Understand how to 
monitor Truescreen

• Know who/where to go for 
resources 
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Why National Service Criminal 
History Checks (NSCHC)?

• Protect Vulnerable Populations 
– Vulnerable populations are children age 17 years or 

younger, individuals age 60 or older, or individuals with 
disabilities

• Individuals who are ineligible to serve or work on 
CNCS grants are those who: 
– Refuse to  consent to NSCHC 
– Make false statements in connection with their NSCHC 
– Are registered or required to be registered on a sex 

offender registry
– Have been convicted of murder (18 USC § 1111)



NSCHC Compliance 

Determine the following: 
• Who is in a covered position?

– Do they have recurring access to vulnerable populations?
– When did they start service/work on the grant?

• What checks are required?
– Murder Self-Certification
– National Sex Offender Public Website (NSOPW) check
– State (state of residence, state of service/work) check
– FBI Fingerprint check

• When were the checks initiated/completed?
– NSOPW: Adjudicated by grant recipient before start of service/work
– FBI/State*: Initiated no later than the first day of the start of the

service/work
• *Truescreen checks must be completed (adjudicated by grant recipient) before

applicant begins service/work

Please note: this may not be an exhaustive list of NSCHC compliance requirements; 
additional requirements may exist. 



NSCHC Compliance 

• Grant recipients must document the following:
– Applicant identity was verified against a  government-issued photo identification

– Applicant consented to checks

– Applicant understood that selection is contingent on NSCHC eligibility

– Applicant access to vulnerable populations (recurring or no/episodic)

– NSOPW results were reviewed and considered before the candidate begins service/work

• NSOPW check must be complete (all states, territories and Indian Country reporting)

• Name-based checks match the first and last name of the government-issued photo
identification

– State(s)* and FBI checks were initiated no later than first day of the start of service/work

• Initiation is defined

• State of residence is identified

• *Truescreen checks must be completed (adjudicated by grant recipient) before applicant begins
service/work

– State(s) and FBI results were reviewed and considered

• Name-based checks match the first and last name of the government issued photo
identification

– NSOPW, State and FBI results must be maintained
Please note: this may not be an exhaustive list of NSCHC compliance requirements; additional requirements may exist. 



Truescreen and NFF 
Pre-Approved ASPs
• Use of Truescreen for NSOPW and/or State Checks Pre-

Approved ASP
– Truescreen checks must come from a CNCS-associated account
– Truescreen checks must be completed (adjudicated by grantee)

before the start of service/work
– Truescreen checks not required for specific states/territories

• Required: Truescreen NSOPW, Truescreen available state check,
fingerprint FBI check

• National Fingerprint File (NFF) States Pre-Approved ASP
• State checks are not required for states that participate in the NFF

More information can be found on the Knowledge Network: 
https://www.nationalservice.gov/ASPExemptionsGuidance
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Truescreen Monitoring Steps

• Generate a monitoring report by date parameters and 
division (organization)
– Commissions: Access to subs if mapped to your monitoring account in 

Truescreen
– National Direct (ND): Access to operating sites/subs if mapped to your 

monitoring account in Truescreen
• Review the monitoring report

– Verify
• First and Last name matches government issued photo identification

– If the name checked does not match the ID uploaded, check with the 
organization monitored to determine if they have a government-issued photo ID 
for the individual that does match the name searched

– If a secondary ID was uploaded into Truescreen, click on  “Authorization” in the 
applicant's Investigation Information

• Start Date
• State of Service, State of Residence

• Review noncompliant checks 7



Truescreen Mapping
• Monitoring and Order accounts must be separate
• Monitoring Accounts will never have access to the “rap sheet” but can see

everything else
• Commission Monitoring Access

– All Commissions who have opted for monitoring access should now have a monitoring account
• National Direct Monitoring Access

– If you need monitoring access over subs/operating sites, email CHC@cns.gov
– We will provide a spreadsheet to complete and send to Truescreen that will set up a monitoring

account and map the appropriate organizations to your account
• If your Commission requires monitoring access to National Direct subs/operating

sites/affiliates, the National Direct will need to:
– Create a separate Truescreen account with an organizational name that is unique (ex: Teach for

AmeriCorps TX)
• Truescreen accounts will the same account name will not get access to monitoring reports until

accounts are distinguishable (Do NOT use Teach for AmeriCorps DBA Teach for AmeriCorps TX)
– After your account is active, email your Truescreen account manager for the process to transfer

checks to that specific account and order checks for the correct account
– Provide your Commission with your Division Number

• Commissions: Email this Division Number to your Truescreen account manager with the request to
map it to your account

– Commissions will not get access to National Direct checks that are not associated with your
Commission grant 8

mailto:CHC@cns.gov


Truescreen Monitoring Report 
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Using the Monitoring Report

• Case number: Unique number assigned to the individual

• Division number: Unique number assigned to the grantee agreement
(organization’s number)

• Entered by Grant Recipient during account set up: State of Grantee Address,
EIN, DUNS, CNCS program, grantee type (Subrecipient, VISTA, etc.) , project
title, organization name

• Entered by Grant Recipient during ordering: Grant number(s)

• Entered by Applicant: Staff, AmeriCorps or Volunteer designation

• Entered by Grant Recipient during ordering: First and Last name

Truescreen Monitoring Report 



Using the Monitoring Report

• Entered by Grant Recipient during ordering: Anticipated start date, type of
checks ordered (state of service, state of residence, NSOPW)

• Truescreen timestamps: Request Date, Date of Application Submittal, Date
ID was checked (blank if ID was not checked)

• Criminal History Delivered Pass/Review: Truescreen adjudication
recommendation for State check(s); blank if no check ordered

• NSOPW Pass/Review: Truescreen adjudication recommendation for NSOPW
check; blank if no check ordered

• Grantee Adjudication Decision: Grantee final decision, “review” if not
adjudicated by grantee

• Adjudication Date: Date of last adjudication (Truescreen or grantee)
• Last Adjudicated by: The name of the adjudicator; blank if record was last

adjudicated by Truescreen

Truescreen Monitoring Report 



Documentation Requirements

Click to access consent 
forms 

Click on “other” to view the ID 

Timestamp! 

To find the government issued photo identification and consent/understanding 
selection is based on NSCHC: 
1. Click on the myAppStation Tab
2. Search for the individual
3. Click on the individual’s name to access their documents (do not click submit!)



Monitoring access cannot 
view criminal history 
report/”rap sheet”

Click to view 
adjudication

Subject data will always be marked as 
“review.” This is to flag the grant 
recipient to adjudicate the record. 

Truescreen Adjudication

Check requester notes whether 
the individual has access to 
vulnerable populations 



• Green dot=Pass
• Enter notes in “Existing Case 

Notes” 

• Green dot=Pass
• Program staff person listed in 

“Performed By” column
• Action is Time stamp 

Truescreen Adjudication 



Truescreen Adverse Process 

• Ineligible or unsuitable applicant - adverse process
– Requester selects “pre-adverse” 
– Truescreen gives applicants opportunity to challenge the 

factual accuracy of results, reports to requester. Truescreen 
notifies applicant of final rejection (if applicable)

– If organization opts out of using Truescreen’s adverse 
process (did not provide letterhead/signature), must 
document that the process occurred.

• Organizations must follow all FCRA and appropriate state laws 

• Adverse process is documented in monitoring report 
and Investigation Information screen (“adjudication 
screen”)
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Monitoring Fieldprint checks  

• Fieldprint provides an adjudication 
recommendation (“clear” or “not clear”) 

• Grant recipient adjudication is done outside the 
Fieldprint system 

• Grant recipients can provide screenshots to show 
process timestamps and the Fieldprint 
adjudication recommendation  

• Grant recipient must document that results were 
reviewed and the applicant is cleared to serve
– Fieldprint “not cleared” adjudication recommendation 

requires additional steps to be documented 
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Fieldprint
Adjudication Recommendation 

Adjudication 
Recommendation 

Click to view consent form

Applicant information is above and cropped out 

Grant recipient must 
document the results 
were considered when 
selecting the individual



Fieldprint 
“Not Cleared” Recommendation 

Applicant information is above and cropped out 

1. Verify that applicant had 
opportunity to challenge the factual 
accuracy of the results.

2. If an individual that has a “Not 
Cleared” adjudication but challenges 
the results, the following must be 
documented and maintained:  
1. Dated copies of the “Not 

Cleared” recommendation, 
2. The evidence used in making 

eligibility determination, and
3. A contemporaneously dated 

memo to the file documenting 
determination of the individual’s 
eligibility. 



Compliance Resources 

• Truescreen: MyLearning Center on the myHome tab:

– Ordering Manual, Applicant Manual, Training video (also in the account confirmation email)

• Truescreen Customer Service:

– Phone: 800-803-9042, dial 0

– Email: CNCSHelp@Truescreen.com

• CNCS Truescreen Account Managers

– Mike Carnation - Account Manager

• Phone: (888) 276-8518 ext. 3480, Email: mcarnation@truescreen.com

– Susan Landgrebe - Senior Account Manager

• Phone: (888) 276-8518 ext. 224, Email: slandgrebe@truescreen.com

• Fieldprint FAQs: https://fieldprintcncs.com/

• Fieldprint Customer Service

– Phone: 877-614-4364 

– Email: customerservice@fieldprint.com

• CNCS NSCHC Knowledge Network: https://www.nationalservice.gov/resources/criminal-history-check

– NSCHC Using Fieldprint and Truescreen Manual 

• CNCS NSCHC Email: CHC@cns.gov

mailto:mcarnation@truescreen.com
mailto:slandgrebe@truescreen.com
https://fieldprintcncs.com/SubPage_FullWidth.aspx?ChannelID=414
https://fieldprintcncs.com/
mailto:customerservice@fieldprint.com
https://www.nationalservice.gov/resources/criminal-history-check
mailto:CHC@cns.gov
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